
PRIVACY POLICY 
Advanced Technology International (address: 315 Sigma Dr., Summerville, SC 29486, “ATI”, “we”) values 
your privacy and takes the protection of your privacy seriously. This Privacy Policy (this “Policy”) 
describes how we collect, use, and disclose information that we obtain about users of the Alastar Mobile 
device application (the “Software”).  

By using the Software, you agree that any personal information you may provide will be handled as 
described in this Policy, and consent to the same. Your use of the Software, and any controversy or 
dispute related to the privacy or use of your personal information, is subject to this Policy, along with 
other applicable terms and conditions, including limitations on damages and resolution of disputes (the 
applicable license agreement for the Software in effect with your organization, for example), which are 
incorporated by reference into this Policy.  

Information We Collect  
ATI may collect information directly from you as well as through your use of the Software.  

Information We Collect Directly From You. The Software requires a valid user account and password 
which would be provided to you by your organization. Such user account may require the submission of 
information by you such as your name, device phone number, user name and password. We may also 
collect additional optional information such as unit number and agency name.  

Information We Collect Based On Your Approval Or Submission.  You may elect to allow Alastar access to 
location data from your device.  This location data will be available to your organization and for your 
organization’s operations.  At any time, you may change your election of whether or not to allow Alastar 
access to your location data at which time your location data will no longer be available to your 
organization.  Electing to allow or not allow Alastar access to your location data is a choice to be made 
by the individual user in conjunction with that user’s supervisor/organization. In making that election, 
the user agrees to release and hold harmless ATI (its affiliates, successors, officers, employees, 
representatives, partners, agents and anyone claiming through them, in their individual and/or 
corporate capacities), from any and all claims, liabilities, obligations, promises, agreements, disputes, 
demands, damages, causes of action of any nature and kind, known or unknown, related to any loss of 
service or functionality of the Alastar Mobile device application arising out of or relating to an election 
not allow Alastar access to your location data.  

Additionally, you may choose to use the Software to submit information to your organization as part of 
your organization’s operations through forms and/or streaming video.  The submission of such 
information is also subject to an individual user election in conjunction with that user’s supervisor or 
organization and subject to the same waiver of liability related to the election to disallow access to your 
location data from your device.   

Information We Collect Automatically. We may automatically collect information about you and your 
use of the Software through cookies, web beacons, and other technologies and methods. The 
information we collect in this manner may include the following: your domain name, IP address, and 
manner in which you connect with or to the Software; information about your browser, device, 
operating system, and mobile device; the date and time on which you use the Software or Services and 
the length of time you do so; details regarding your use of the Software.  



Use of Information Collected  
The information collected is strictly used in connection with the Alastar Software licensed to your 
organization and used for your organization’s operations. From time to time we may solicit feedback 
from you or your organization regarding your use of the Software and areas for improvement. 
Responding to such requests are not a requirement for continued use of the Software.  

Disclosure of Information  
Information collected as part of the Software is considered confidential information and is handled in 
accordance with your organization’s license agreement for the Software. Subject to the terms and 
conditions of the license agreement with your organization, there may be instances in which the 
information we collect is shared as follows:  

• Affiliates, Subsidiaries, and Partners. We may disclose the information we collect to our affiliates, 
subsidiaries, and partners (including resellers, for example); however, if we do so, their use and 
disclosure of information will be subject to this Policy, and, where required by law, we will obtain your 
consent to such transfers.  

• Business Transfers. If we are a party to a merger, acquisition, or other corporate restructuring (or 
similar activity), we may transfer the information we have collected to another company party to such 
activity. Similarly, if we are a party to a bankruptcy proceeding, the information we have collected about 
you may be transferred to an acquiring or merged entity.  

• In Response to Legal Process. We may disclose the information we collect from you in order to comply 
with applicable law, a judicial proceeding, court order, or other legal process, such as in response to a 
court order or a subpoena.  

• To Protect Us and Others. We also may disclose the information we collect from you where we believe 
it is necessary to investigate, prevent, or take action regarding illegal activities, suspected fraud, 
situations involving potential threats to the safety of any person, suspected or actual violations of our 
this Policy or other agreements (including acceptable use policies) between you and ATI or our partners, 
or as evidence in litigation in which ATI is involved.  

Use of Cookies and Other Tracking Mechanisms  
Wowza may use cookies, local storage objects (“LSOs”), clear GIFs, and other tracking mechanisms to 
track your use of the Software.  

Cookies. Cookies are alphanumeric identifiers that we transfer to your computer’s hard drive through 
your web browser for record-keeping purposes. Some cookies allow us to make it easier for you to 
navigate our Site, the Software, and Services, while others are used to enable a faster log-in process or 
to allow us to track your activities at our Site, in our Software, and while using our Services. Most web 
browsers automatically accept cookies, but if you prefer, you can edit your browser options to block 
them in the future. The “Help” portion of the toolbar on most internet browsers will tell you how to 
prevent your computer from accepting new cookies, how to have the browser notify you when you 
receive a new cookie, or how to disable cookies altogether. Visitors to our Site who disable cookies will 
be able to browse certain areas of the Site, but some features, including shopping cart and purchases, 
may not function fully or in the manner intended if you disable cookies.  



Local Storage Objects, Clear GIFs, tracking pixels and pixel tags, and other technologies. We may use 
Local Storage Objects (“LSOs”), to store your Site preferences and to personalize your visit to our Site. 
LSOs are different from browser cookies because of the amount and type of data stored. Typically, you 
cannot control, delete, or disable the acceptance of LSOs through your web browser. Similarly, clear 
GIFs are tiny graphics with a unique identifier, similar in functionality to cookies. In contrast to cookies, 
which are stored on your computer’s hard drive, clear GIFs are embedded invisibly on web pages. We 
may use clear GIFs (a.k.a. web beacons, web bugs or pixel tags), in connection with our Site to, among 
other things, track the activities of Site visitors, help us manage content, and compile statistics about 
Site usage. We and our third-party service providers also use clear GIFs in HTML emails to our 
customers, to help us track email response rates, identify when our emails are viewed, and track 
whether our emails are forwarded.  

Your Choice  
You may always choose whether to share information about yourself. Although the Software may fail to 
provide you with certain functionality or benefits if you do decline to provide information to the 
Software.  

Security of Personal Information  
We have implemented commercially reasonable measures to protect the information we collect about 
you from loss, misuse, and unauthorized access, disclosure, alteration, or destruction. Of course, despite 
any amount of effort, no data security measures can guarantee security or confidentiality, and we 
encourage you to also take prudent measures to protect your information. Prudent steps include signing 
off after using a shared computer, choosing a robust password that nobody else knows or can easily 
guess, and keeping your log-in and password information private. We are not responsible for any lost, 
stolen, or compromised passwords or for any activity on your account via unauthorized password 
activity.  

Updates to this Policy  
We may update this Policy occasionally to ensure that you are informed of our practices with regard to 
personal information. Depending on our view of the significance of the update, we may send an email to 
the Software users notifying them of the update. Your continued use of the Software, following such an 
update to this Policy indicates your acceptance of the updated Policy. 


